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Abstract of the contribution: This contribution addresses the key issues on session management and (re)selection of efficient user plane paths for Ultra Reliable Low Latency Communication (URLLC). In particular, a solution is provided to support session continuity for URLLC in high mobility scenarios. 
The contribution addresses the following work tasks: 
SM_WT_#1, SM_WT_4, SM_WT_#5, Eff_WT_#2, Eff_WT_#3, Eff_WT_#4
Discussion
In order to support ultra-reliable low latency communication, the UPGWs, which provide mobility and IP anchoring, should be close to the UE. In some Ultra-Reliable Low Latency Communication (URLLC) use cases, it may also be necessary to include Application Server (AS) close to the RAN in order to allow applications to run closer to the edge. The UPGW can be collocated with the AN or close enough to the AN to satisfy the RTT. 
Although using a local UPGW can reduce the end-to-end latency, a single anchored UPGW close to the RAN access nodes cannot meet the Ultra-Low Latency (ULL) requirements in high mobility scenarios and/or in ultra-dense network deployments if the UE moves out of coverage of the local UPGW. Therefore, seamless handover of the UPGW is required to support URLLC with high mobility. 
In order to satisfy the reliability requirement, redundant links may be required. In this case, the UE should have multiple serving AN nodes (Transmit/Receive Points, TRPs) and multiple UPGWs to handle the redundant traffic. 
Proposal

It is proposed to add the following solution to the TR 23.799 “Next Generation System”
* * * Start of changes * * * * all new texts
6.4
Solutions for Key Issue 4: Session management
6.4.x
Solution 4.x: Solution to support session management and (re)selection of efficient user plane paths for URLLC in high mobility scenarios
6.4.x.1
Architecture description

In order to support ultra-reliable low latency communication, the UPGWs, which provide mobility and IP anchoring, should be close to the UE. In some URLLC use cases, it may also be necessary to include the AS close to the RAN in order to allow applications to run closer to the edge. The UPGW can be collocated with the AN or close enough to the AN to satisfy the RTT. 
Although using local UPGW can reduce the end-to-end latency, a single UPGW close to the RAN access nodes cannot meet the Ultra-Low Latency (ULL) requirements in high mobility scenarios and/or in ultra-dense network deployments, since the UE must detach from serving UPGW and re-attach to another UPGW as it moves out of coverage. Therefore, seamless handover of the UPGW is required to support URLLC with high mobility. 
In order to satisfy the reliability requirement, redundant links may be required. In this case, the UE should have multiple serving AN nodes and multiple UPGWs to handle the redundant traffic. The multiple AN nodes can transmit the same data to the UE at the same time using SFN transmission. The serving cluster is updated as the UE moves. An AN node is added to the serving cluster as the UE moves into coverage of the AN node. When the UE moves out of coverage of an AN node then the AN node is removed from the serving cluster. The AN nodes can be connected to different UPGWs to satisfy the ULL requirements and to ensure the reliability requirement is satisfied. The redundant paths can eliminate the HO interruption time and are robust to link failures.
There are two scenarios to consider. In the first scenario, there is only one AS in the DN and each UPGW forwards the URLLC packets to the same AS in the DN. In this case, there is one destination address for the AS in the DN with multiple redundant paths from the UE to the DN. The SM NF informs the AS of the IP address of the multiple UPGWs during the session establishment/update procedure. For DL packets, the AS sends the same packet to multiple UPGWs and then to the UE.
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In the second scenario, there is a breakout path to a local network corresponding to each UPGW. In this case, there are multiple destination addresses to different ASs in local networks. One destination address of one AS is used by the UE as the primary destination address for UL transmission. For the other destination addresses, the corresponding UPGW can implement a NAT to modify the destination address of UL packet to the associated local AS. 
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Note: It is assumed that the AS/UE can support URLLC sessions by sending/receiving redundant packets to/from multiple paths. 
6.4.x.2
Function description

The URLLC session request procedure for both scenarios is illustrated in the following figure. 
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1. The UE sends a URLLC Session Request to the MM NF via AN.

2. The MM NF initiates the authentication/authorization procedure by sending the request to the AU NF, which checks the subscriber repository.

3. The MM sends the URLLC Session Request to the SM.

4. The SM may select multiple UPGWs for the UE. The UPGWs are selected to satisfy the latency requirement. The number of UPGWs is determined to satisfy the reliability requirement. 
5. The SM setup the UP paths between the serving ANs and the selected UPGWs.

6. The SM establishes the URLLC session between UPGWs and AS by informing the AS(s) of the IP addresses of the selected UPGWs. The traffic routing between the AS and the UPGWs may be based on L2 forwarding, IP tunnel, etc. 
7. The SM sends a URLLC Session Response to the MM. For the second scenario, the SM should decide the primary destination address for the session and include it in the URLLC session response.
8. The MM sends URLLC Session Response to the serving AN nodes. The serving AN nodes forward the response to the UE. 
After the URLLC session is setup, the UE can send UL data to the serving cluster using the destination address of the AS. In the second scenario, the UE uses the primary destination address that was assigned during the URLLC session setup procedure. The AN nodes forward the UL data to the corresponding UPGW. If there is only one AS then each UPGW forwards the packet to the AS. Otherwise, if there are multiple ASs deployed in multiple local networks then the UPGW for the primary link forwards the packet using the primary destination address. The UPGWs for other links use a NAT to update the destination address to the address of the other AS. 
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When the UE moves toward the coverage area of other AN nodes that are connected to a different UPGW, the SM NF should select another UPGW and setup the UP path between the AN and the new UPGW. The SM should also initiate the session establishment procedure between the UPGWs and the AS(s). If the UE moves out of coverage of the AN nodes that are associated with a given UPGW then the UE’s association with that UPGW can be removed. 
The URLLC session update procedure is illustrated in the following figure. 
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1. The UE location update or location tracking procedure is performed. This procedure involves the UE, the AN nodes and the MM NF.

2. The MM determines if an AN node should be added or removed from the UE’s serving cluster. 
3. The MM sends a notification of the UE location update to the SM including the UE’s serving cluster information.

4. Then the SM determines if a UPGW should be added or removed for the UE based on the information from the MM. 
5. The SM updates the URLLC session between the AN and the UPGW. If a new UPGW is added, a new path is established. Otherwise, it terminates a path if a UPGW is removed for the UE. 
6. The SM updates the URLLC session between the UPGW(s) and the AS. In both scenario one and two, the SM informs the AS(s) of the IP addresses of the UPGWs to be added or removed. In scenario 2, the SM may update the NAT association information for each UPGW. 
7. The SM sends a Response of UE Location Update to the MM.

8. If there are multiple local networks then the MM may sends an Update Destination Address to update the new primary server IP address to the UE if the primary destination address has changed. 
6.4.x.3
Solution evaluation

Editor's note: This clause will contain evaluation on the system impacts, e.g. UE, access network and non-access network.

* * * End of Changes * * * 
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